## ДО

„ИНСКЕЙЛ“ ЕООД

## (Бенефициент- наименование)

ЕИК 203828276

(ЕИК /Булстат на бенефициента)

**О Ф Е Р Т А**

**От:\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

(наименование на кандидата)

за участие в процедура за избор с публична покана с предмет: **„Услуга по тестване на софтуер, сигурност на информацията и натоварване на системата“**

с адрес: гр. \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ ул.\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, № \_\_\_\_\_\_\_\_\_\_\_\_\_\_,

тел.: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, факс: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, e-mail: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

регистриран по ф.д. № \_\_\_\_\_\_\_\_\_\_ / \_\_\_\_\_\_\_\_\_ г. по описа на \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ съд,

ЕИК: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, представлявано от \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, в качеството му на \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_.

**УВАЖАЕМИ ГОСПОДА,**

С настоящото Ви представяме нашата оферта за участие в обявената от Вас процедура за определяне на изпълнител с предмет:

**„Услуга по тестване на софтуер, сигурност на информацията и натоварване на системата“**

Декларираме, че сме разгледали документацията за участие и сме запознати с указанията и условията за участие в обявената от Вас процедура. Съгласни сме с поставените от Вас условия и ги приемаме без възражения.

Запознати сме и приемаме условията на проекта на договора. Ако бъдем определени за изпълнител, ще сключим договор в нормативно установения срок.

Заявяваме, че при изпълнение на обекта на процедурата \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ подизпълнители. ще ползваме/няма да ползваме

Предлагаме срок за изпълнение на предмета на процедурата \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ календарни дни, считано от датата на възлагане на изпълнението.

Декларираме, че представената от нас оферта е валидна до \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ (посочва се срокът, определен от бенефициента в публичната покана).

**ТЕХНИЧЕСКО ПРЕДЛОЖЕНИЕ**

Относно изискванията и условията, свързани с изпълнението на предмета на настоящата процедура, ще изпълним следното:

|  |  |  |
| --- | --- | --- |
| **Изисквания и условия на**  **„ИНСКЕЙЛ“ ЕООД** | **Предложение на кандидата** | **Забележка** |
| Изисквания към изпълнението и качеството на стоките / услугите / строителството:  **„Услуга по тестване на софтуер, сигурност на информацията и натоварване на системата“**  **Минимални изисквания:**  **1) Функционално тестване спрямо техническата спецификация**  Да се потвърди, че всички функционалности, описани в техническата спецификация, са налични и работят коректно, стабилно и предвидимо при реални сценарии на употреба.  **Обхват**   * Всички модули/екрани/работни потоци, дефинирани в спецификацията * Потребителски роли и права за достъп * CRUD операции (създаване, редакция, изтриване, търсене, филтрация) * Валидации на входни данни и обработка на грешки * Известия/имейли, експорти/импорти * Административни функционалности * UI поведение (навигация, форми, съобщения, състояния)   **Минимални изисквания**   * **Покритие:** 100% от изискванията в техническата спецификация да са покрити от тестове * **Критични потоци:** 100% успешни за поне следните типове сценарии:   + Регистрация/достъп/вход/изход   + основни операции по създаване и управление на данни   + права на достъп според роли * **Негативни тестове:** за всяка форма/ендпойнт да се покрият:   + празни/липсващи полета   + невалидни формати (email, дата, число, дължина)   + гранични стойности (min/max)   + неочаквани символи и дълги входове * **Браузърна съвместимост (минимум):**   + Chrome, Firefox   **Критерии за приемане**   * Няма блокиращи или критични дефекти по функционалностите от спецификацията   **2) Тестове за информационна сигурност**  Да се открият и минимизират уязвимости в уеб приложението чрез комбинация от ръчни проверки и автоматизирани инструменти, в съответствие с добри практики (OWASP).  **Автоматизирано сканиране – изисквания**  Скенерите следва да покрият минимум:   * OWASP Top 10 категории (напр. XSS, SQL Injection, Broken Access Control) * Проверка на HTTP security headers (CSP, HSTS, X-Frame-Options и др.) * Откриване на изтичане на информация (stack traces, версии, debug данни) * Basic проверки за SSL/TLS конфигурация   **Артефакти:**   * Доклад от скенера със severity, доказателства (URLs, payload) и препоръки.   **Ръчни тестове – минимални сценарии**   * **Authentication / Authorization**   + директен достъп до защитени ресурси без логин   + опит за достъп до чужди ресурси (IDOR)   + проверка за role escalation * **Session management**   + изтичане на сесии, logout invalidation   + cookie flags: HttpOnly / Secure / SameSite * **Input validation & Injection**   + XSS (reflected/stored), SQLi, command injection (ако е приложимо)   **Критерии за приемане**   * 0 критични уязвимости * Приложението не допуска неоторизиран достъп до данни/функции   **3) Анализ и ревюта на имплементацията за откриване на уязвимости**  Да се оцени сигурността на имплементацията и архитектурата чрез:   * статичен анализ * ревю на ключови компоненти   **Минимални изисквания за анализ**   * Статичен анализ върху backend и frontend код (където е приложимо) * Проверка за:   + hardcoded secrets / ключове / токени   + небезопасни конфигурации (debug mode, unsafe CORS, permissive policies)   + непроверени входни данни и директни заявки към база   + липса на централизирана обработка на грешки   **Ревю на критични части (минимум)**   * вход/регистрация/възстановяване на парола * управление на роли/права * операции върху чувствителни данни * механизми за качване/сваляне на файлове (ако има) * административни функции   **Критерии за приемане**   * Няма открити критични пропуски в сигурността на логиката   **4) Тестове под натоварване и определяне на лимити и хостинг нужди**  Да се установят:   * максимален устойчив брой едновременни потребители * поведение при пик и деградация * необходимите ресурси (CPU/RAM/DB/scale) * стабилност при продължително натоварване   **Минимални изисквания (метрики и сценарии)**   * вход в системата * основни ключови действия (най-често използваните) * търсене/филтриране * създаване/редакция на запис * качване/генериране на документи   **Хостинг изводи и препоръки**  В резултат да се предостави:   * препоръчителна конфигурация (CPU/RAM) за приложението * препоръки за база данни (ресурси, индексирование, connection pool) * нужда от кеширане/CDN * препоръка за скалиране (вертикално и хоризонтално) |  |  |
| Изисквания към гаранционен срок  Кандидатът следва да предложи гаранционен срок в календарни месеци, който следва да бъде от 6 месеца до 12 месеца. |  |  |
| Изисквания към документацията, съпровождаща изпълнението на предмета на процедурата (ако е приложимо): Н/П |  |  |
| Изисквания към правата на собственост и правата на ползване на интелектуални продукти (ако е приложимо).  НЕПРИЛОЖИМО |  |  |
| Изисквания за обучение на персонала на бенефициента за експлоатация : Н/П |  |  |
| Подпомагащи дейности и условия от бенефициента (ако е приложимо)**.** |  |  |
| Други: НЕПРИЛОЖИМО |  |  |

При така предложените от нас условия, в нашето ценово предложение сме включили всички разходи, свързани с качественото изпълнение на предмета на процедурата в описания вид и обхват, както следва:

**ЦЕНОВО ПРЕДЛОЖЕНИЕ**

**І. ЦЕНА И УСЛОВИЯ НА УСЛУГА**

**Изпълнението на предмета на процедурата ще извършим при следните цени:**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **№** | Описание на доставките/услугите/  дейностите/ строителството | К-во /бр./ | Единична цена в лева  (с изключение на процедурите с предмет услуги) | Обща цена в лева без ДДС (не се попълва при извършване на периодични доставки) |
| **1** |  |  |  |  |
| **2** |  |  |  |  |
| **3** |  |  |  |  |
| **4** |  |  |  |  |

**За изпълнение предмета на процедурата в съответствие с условията на настоящата процедура, общата цена[[1]](#footnote-1) на нашата оферта възлиза на:**

**Цифром:\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ Словом:\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

(*посочва се цифром и словом стойността без ДДС*)

**Декларираме, че в предложената цена е спазено изискването за минимална цена на труда (за случаите, когато процедурата е за избор на изпълнител на договор за строителство).**

**ІІ. НАЧИН НА ПЛАЩАНЕ**

Предлаганият от нас начин на плащане е, както следва: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

*( описва се)*

При разминаване между предложените единична и обща цена, валидна ще бъде единичната цена на офертата. В случай че бъде открито такова несъответствие, ще бъдем задължени да приведем общата цена в съответствие с единичната цена на офертата.

При несъответствие между сумата, написана с цифри, и тази, написана с думи, важи сумата, написана с думи.

Като неразделна част от настоящата Оферта, прилагаме следните документи:

1. Декларация с посочване на ЕИК/Удостоверение за актуално състояние;
2. Декларация по чл. 12, ал. 1, т. 1 .от Постановление № 4 на Министерския съвет от 11.01.2024 г.;
3. Доказателства за икономическо и финансово състояние (ако такива се изискват):

* Справка за оборота в сферата, попадаща в обхвата на поръчката за последните 3 приключили финансови години (2023, 2024 и 2025 г.), в зависимост от датата, на която кандидатът е учреден или е започнал дейността си. Справката следва да е придружена с документи, доказващи съответните приходи (отчети, договори, протоколи, платежни документи, други счетоводни документи или други документи).

1. Доказателства за технически възможности и/или квалификация (ако такива се изискват):

* За доказване наличие на ключови експерти кандидатът следва да представи за всяко от лицата:
  + За доказване наличие на ключови експерти кандидатът следва да представи за всяко от лицата:
  + Валиден Сертификат за водещ одитор по информационна сигурност;
  + Копия от дипломи;
  + Трудови/граждански договори и/или референции.
* За доказване покриването на посочените стандарти се прилагат валидни сертификати за системи за управление.

1. Декларация за подизпълнителите, които ще участват в изпълнението на предмета на процедурата и дела на тяхното участие (*ако кандидатът е декларирал, че ще ползва подизпълнители)*;
2. Документи по т. 1, 2 *,*3 и 4 за всеки от подизпълнителите в съответствие с Постановление № 4 на Министерския съвет от 11.01.2024 г. *(когато се предвижда участието на подизпълнители)*;
3. Други документи и доказателства, изискани и посочени от бенефициента в документацията за участие;

**ДАТА: \_\_\_\_\_\_\_\_\_\_\_\_\_ г. ПОДПИС и ПЕЧАТ:\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(име и фамилия)

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(длъжност на представляващия кандидата)

1. Не се посочва при извършване на периодични доставки. [↑](#footnote-ref-1)